EXPLANATION OF COURSE NUMBERS

- Courses in the 1000s are primarily introductory undergraduate courses.
- Those in the 2000s to 4000s are upper-division undergraduate courses that can also be taken for graduate credit with permission and additional work.
- Those in the 6000s and 8000s are for master’s, doctoral, and professional-level students.
- The 6000s are open to advanced undergraduate students with approval of the instructor and the dean or advising office.

CPS 0920. Continuing Research-Master’s. 1 Credit.
CPS 1000. Special Topics. 1-4 Credits.
CPS 1090. Assessment of Prior Learning. 1-12 Credits.
CPS 1191. Special Topics. 1-3 Credits.

Pre-college level course of various topics. May be repeated for credit provided the topic differs.

CPS 2017. Intrusion Detection Systems. 2 Credits.
Introduction to and experimentation with intrusion detection tools for data capture analysis; recognizing types of cyber threats and creating in-depth defense measures. Recommended background: Prior coursework and/or experience in information systems protection, cyber threat detection, risk management, computer network defense, or related topics.

CPS 2101. The Criminal Justice System. 4 Credits.
CPS 2102. Resource Management. 4 Credits.
CPS 2103. Particular Forms of Crime. 4 Credits.
CPS 2104. Leading Teams. 4 Credits.
CPS 2105. Deviance and Social Control. 4 Credits.

CPS 2106. Strategic Planning. 4 Credits.
CPS 2107. Models of Policing. 4 Credits.
CPS 2108. Criminal Intelligence. 4 Credits.

CPS 2109. Criminal Analysis. 4 Credits.
CPS 2110. Predictive Policing. 4 Credits.
CPS 2130. Introduction to Forensic Science. 4 Credits.